



CYBER RISK 


Assessment of financial and business interruption damages 
suffered by customers employing IT systems 


We are able to activate an international assistance service 
through qualified technicians to restore system functionality as 

soon as possible. 


 Vulnerability and penetration testing of web resources even if related to a 
malfunction of the outsourced IT system 


 Provision of outsourced services for security incidents suffered by the 
subscription IT system 


 Solutions for cyber-attacks for extortion purposes 


Crime: fraudulent transfer of funds 


Financial losses resulting from phishing or malware incidents 


 Emergency assistance through a licensed company with activities covered 
by a confidentiality agreement


The latest generation of cyber risk also finds its place in an insurance 
coverage and for all the aforementioned activities this can be tailor-made 
according to the complexity of one's individual systems architecture and its 
strategic importance in terms of the possibility of creating pollution damage.

It also covers hardware and process damage 
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